
 
 

 

Nomor : B-27/DJTPD.4/AI.01.05/01/2026                Jakarta, 19 Januari 2026 

Sifat : Biasa 

Lampiran : 1 (satu) berkas 

Hal : Pemberitahuan Aktivasi Two-Factor Authentication (2FA)  

 

Kepada Yth. 

Seluruh Pengguna Layanan Mail Pemerintah 

di Tempat 

 

Dalam rangka meningkatkan kualitas Layanan Mail Pemerintahan dan mengakomodir 

kebutuhan layanan email instansi, Direktorat Aplikasi Pemerintah Digital sebagai pengelola 

Layanan Mail Pemerintahan berkomitmen dalam meningkatkan layanan dari sisi kehandalan, 

ketersediaan, dan keamanan yang lebih optimal. 

Berdasarkan hal tersebut, kami bermaksud untuk menerapkan fitur keamanan tambahan 

berupa Two-Factor Authentication (2FA) yang mengharuskan pengguna melakukan verifikasi 

tambahan agar dapat masuk (login) ke dalam akun, sehingga akun menjadi lebih terlindungi 

dari akses tidak sah. Dalam pelaksanaan penerapan 2FA yang dimaksud, terdapat beberapa 

hal yang perlu diperhatikan bagi seluruh pengguna Layanan Mail Pemerintah antara lain 

sebagai berikut : 

1. Proses penerapan 2FA dilakukan per tanggal 26 Januari 2026 di seluruh Layanan Mail 

Pemerintahan mulai dari mail.go.id, desa.mail.go.id, sakti.mail.go.id, dan 

multidomain.mail.go.id  

2. Seluruh pengguna diwajibkan untuk dapat mengaktifkan 2FA agar tidak terkendala 

dalam mengakses akun Mail Pemerintahan 

3. Sehubungan dengan hal tersebut, pengguna harus melakukan aktivasi Two-Factor 

Authentication (2FA) sesuai dengan video panduan yang pada tautan berikut: 

https://s.komdigi.go.id/VideoPanduanAktivasi2FA (Lampiran I) 

 

Demikian hal ini disampaikan, untuk informasi lebih lanjut dapat menghubungi kontak 

Layanan Bantuan pada nomor Whatsapp 0811-1189-349. Atas perhatian dan kerja sama 

Bapak dan Ibu, kami ucapkan terima kasih. 

 

Direktur Aplikasi Pemerintah Digital, 

 

 

 

 

 

Yessi Arnaz F. 
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Lampiran I Surat Pemberitahuan 

Nomor : B-27/DJTPD.4/AI.01.05/01/2026 

Tanggal : 19 Januari 2026 

 
 

Panduan Aktivasi Two-Factor Authentication (2FA) 
 
1. Masuk/login ke dalam akun surel masing – masing 

 

 
 
2. Tampilan akan diarahkan ke halaman pengaturan akun, kemudian masuk ke sub menu 

autentikasi dua faktor 
 

 
 
 

3. Pilih tombol “Aktifkan” pada bagian Aplikasi Seluler  
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4. Konfirmasi kata sandi 
 

 
 

5. Pindai QR Code menggunakan aplikasi autentikasi seluler seperti Google Authenticator dan 
Microsoft Authenticator 

 

 
 

5a. Jika memindai menggunakan Google Authenticator, maka tekan tombol pindai kode, lalu 
arahkan kamera ke Code QR yang tampil di layar, hingga kode OTP berhasil 
ditambahkan 
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5b. Jika memindai menggunakan Microsoft Authenticator, maka tekan tombol pindai kode, 
lalu arahkan kamera ke Code QR yang tampil di layar, hingga kode OTP berhasil 
ditambahkan 

 

  
 
6. Masukkan kode autentikasi yang tampil pada aplikasi autentikasi seluler 

 

 
 

7. Tampilan autentikasi dua faktor yang telah aktif 
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8. Setelah autentikasi dua faktor berhasil diaktifkan, maka saat proses masuk / login ke akun 
surel diperlukan kode autentikasi 

 

 
Masukkan kode autentikasi 
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